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Summary

The role of information technology (IT) figures prominently in the Homeland Security Act of 2002 (P.L. 107-296). Although most of these provisions are primarily focused on external information management (i.e., the department's interactions with other departments and agencies), some internal information management provisions are also included to help address the challenges of absorbing the programs, personnel, and objectives now residing in other agencies. For example, Section 103 addresses an aspect of federal management, the creation of a Chief Information Officer (CIO), which was established for agencies under the Clinger-Cohen Act of 1996. The law also outlines IT management duties for some of the Under Secretaries. Compared in relation to the Clinger-Cohen Act, the information technology management provisions raise some potential oversight issues including the appointment and reporting requirements of the department-level CIO, overlapping IT management responsibilities between various departmental officials, and possible national security exemptions from Clinger-Cohen requirements. This report will be revised as congressional action requires.
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Summary

“The role of information technology (IT) figures prominently in the Homeland
Security Act of 2002 (P.L. 107-206). Although most of these provisions are primarily
Tocused on external information mansgement (... th department’s nteractions with
other departments and agencies. someniernal information mangement provisions are
alsoincluded o help addres the challenges of absorbing the progeams. personnel and
abjectives now residing n ther agencics. For example, Section 103 addresses an aspect
of federal management,the reation of 4 Chief Information Offcer (CIO), which was
establshed for agencies under the Clinger-Cohen Act of 1996 The law also outlnes

ement dutis for some of the Under Secreturies. Compared i reltion o the
2 Act, the information technology mansgement provisions raise some
poteniial oversight ssues including the appointment und reporting requirements of the
departmentlevel C10. overlapping IT management responsibilitis between various
departmental offcials, and possible national security exemptions from Clinger-Cohen
requirements. This report will be revised as congressionsl acton requires.

Background

tfocus on homeland secuity. cor
frequently expressed astrong nterestin g ot reform and improved manag
of public resources, and they have acted to improve several areas of governmes
management. Some examples of congressional ction over the lastseveral years include
the Chief Financial Officers (CFO) Act of 1990, the Government Performance and
Resulls Act (GPRA) of 1993, the Federal Acquisition Streamining Act FASA)of 1994,

sl policymakers have

Previous tothecurr

e aso: CRS Report RS20257, Governmens erformance and Results Act: Brief Histry and
Inplemeniation Actiies Darin the 106" Congress by (name redcted).
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